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Abstract—Contention resolution diversity slotted ALOHA (CRDSA) is
a promising solution to meet the challenge of designing efficient random
access in future wireless networks. In this paper, we consider CRDSA with
transmit power diversity where each packet copy from a device is trans-
mitted at a randomly selected power level. This results in interslot received
power diversity, which is exploited by employing a signal-to-interference-
plus-noise ratio based successive interference cancellation (SIC) receiver.
Leveraging edge-weighted bipartite graph representation, we propose a
novel graph-based message passing algorithm to model the SIC decoding.
We derive an expression to characterize the recovery-error probability of
the scheme. We also formulate and solve an optimization problem to de-
termine the optimal transmit power distribution. The results show that by
enhancing the capture effect, the optimal transmit power distribution leads
to considerable performance improvement.

Index Terms—Random access, CRDSA, machine-type communication,
capture effect, SIC.

I. INTRODUCTION

Motivated by the critical need to better support machine type com-
munication (MTC) in future wireless networks [1], contention reso-
lution diversity slotted ALOHA (CRDSA) [2] and its variants [3]–[5]
have been proposed to enhance the performance of random access
schemes [6]. The well known idea of CRDSA is to allow devices to
transmit multiple copies (burst) of the packet in randomly selected slots
within a frame and perform iterative successive interference cancella-
tion (SIC) when attempting to resolve collisions. However, most of
these variants are based on the clean packet model [2], [5] in which
only interference-free packets are recoverable.

Very recently, efforts have been made to improve the performance
of CRDSA by enhancing and exploiting the capture effect [7]–[10],
i.e., a packet is recoverable if its signal-to-interference-plus-noise ratio
(SINR) is above a predefined threshold. For instance, [8], [9] proposed
to exploit the randomness in the channel gain to benefit from the cap-
ture effect. This is shown to support system load generally exceeding
1 packet/slot. Simulations are used in [8] to show that transmit power
diversity (i.e., packet transmit power is randomly chosen by devices) is
able to substantially enhance CRDSA performance. While the idea of
transmit power diversity is common in wireless communications [11],
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to the best of our knowledge, no analytical framework has been pro-
posed in the literature to date to analyse the impact of transmit power
diversity on CRDSA.

Contributions: In this correspondence, we consider transmit power
diversity with packet diversity in CRDSA which results in inter-slot
received power diversity. We analyse the impact of transmit power
diversity on CRDSA with SINR based iterative SIC decoding, in the
asymptotic frame length regime. The novel contributions of this work
are, (i) We describe the proposed system by an edge-weighted bipar-
tite graph and develop a novel graph-based message passing algorithm
to perform the iterative SIC based decoding process. (ii) We employ
the AND-OR tree analysis to derive an expression to characterize the
system performance. Simulation results confirm the accuracy of the
derived expression. (iii) We formulate and solve an optimization prob-
lem to determine the optimal transmit power probability distribution.
The results show that by maximizing the probability of the gap be-
tween the power levels of two copies transmitted in a given slot, the
optimal transmit power distribution leads to considerable performance
improvement. For instance, for only 2 copies per device per frame with
only 5 power levels to choose from, the proposed scheme is shown to
achieve a system load of 1.68 packets/slot, which shows its superiority
to existing SIC based diversity slotted ALOHA methods.

II. PROPOSED RANDOM ACCESS MECHANISM

System Model: We consider an uncoded slotted random access sys-
tem with M machine-type communication devices (MTDs), which
contend to access a single base station (BS). The time is divided into
frames and each frame is divided into N equal duration slots. The
MTDs are frame and slot synchronized, e.g., using global positioning
system (GPS) or using periodic beacons transmitted by the BS [3].
Similar to existing works, we assume that (i) both the large-scale fad-
ing and small-scale fading coefficients are known perfectly to the BS.
Hence, we do not consider fading in this work, (ii) the BS knows
the number of MTDs M [2], [5] and (iii) each MTD generates a sin-
gle packet, which fits in exactly one slot, for transmission in each
frame.

Transmission Scheme: Similar to previous works on CRDSA, we
assume that each MTD transmits d copies (i.e., bursts) of its single
packet in randomly and uniformly selected slots within one frame,
where 1 ≤ d ≤ D and D is the maximum number of allowable
copies.

Different from existing works on CRDSA, in addition to the packet
diversity due to the copies, we allow transmit power diversity. Hence,
each MTD randomly chooses a transmit power level, El , for each of its
copies from the set of equally spaced L available power levels, denoted
by E = {E1, E2, . . . , EL }, where 1 ≤ l ≤ L. We allow selection of
transmit power levels with replacement, i.e., two copies from a MTD
may be transmitted on the same power level.

Due to slot-level synchronization, copies of packets from different
MTDs either completely overlap (i.e., collide) or not at all. Therefore,
a single slot may contain collided copies of packets from k MTDs,
where 1 ≤ k ≤ M . A collision free slot is called a singleton slot and
the packet is called a clean packet.
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Let Λd denote the probability that a MTD transmits d copies, Ψk

denote the probability that k MTDs choose to transmit a copy on any
given single slot and Γl denote the probability that a MTD chooses
power level El for a given copy. According to [5], the polynomial
representations for the probabilities Ψk , Λd , and Γl are

Ψ (z) �
∑

k

Ψk zk , Λ (z) �
∑

d

Λd zd , Γ (z) �
∑

l

Γl z
l . (1)

Recovery Mechanism: The received signal at the BS in the nth slot
is given by

yn = enxn + ωn , (2)

where n = 1, 2, . . . , N is the slot index, m = 1, 2, . . . , M is
the user index, en = [√e1,n , . . . ,

√
em ,n , . . . ,

√
eM ,n ] is the 1 ×

M vector of transmit power levels and em ,n ∈ E , xn =
[x1,n , . . . , xm ,n , . . . , xM ,n ]T is the M × 1 vector of transmitted sig-
nals, where xm ,n refers to one of the copies of the packet transmitted
by the mth MTD on the nth slot, and ωn is the additive white gaussian
noise (AWGN) with zero mean and variance σ2.

We assume that the BS employs SIC to iteratively recover each
MTD’s packet. For a given iteration of the SIC process, the BS first
checks to see if any packet in any slot can be successfully decoded.
In this work, we consider that a packet is successfully decoded if,
at least in one of its copies, the received signal to interference ratio
(SINR) is above a threshold γ th. We assume that each copy contains
the slot indices to all its copies so that once a packet is successfully
decoded, full information about the location of its copies is available.
Hence, once a MTD’s packet is decoded at the BS, the interference
caused by that packet can be completely removed from all slots. This
in turn increases the SINR of the remaining packets in the following
iterations. The process is repeated until all MTD packets are recovered
or a maximum number of iterations im ax is reached.

Let Mn denote the set of MTDs transmitting on the nth slot. Let
Nm denote the set of slots selected by the mth MTD for transmitting
of its copies. We are interested in the recovery-error probability, which
is defined as the probability that the BS fails to recover the mth MTD’s
packet in the ith iteration of the SIC process. It can be expressed as

q(i)
m = 1 − P

{
max

{
γ(i)

m ,n

}
� γ th

}
(3)

where P{·} denotes the probability, max{·} denotes the max operation,
n ∈ Nm , |Nm | = d, and γ

(i)
m ,n is the SINR of the mth MTD in the ith

iteration for its copy transmitted with power level El in the nth slot,
which is given by

γ(i)
m ,n (El , u) =

El

Θ(i)
m ,n (u) + σ2

, (4)

where σ2 is the noise power and Θ(i)
m ,n (u) represents the cumulative

interference power from u unresolved MTDs. Note that q
(i)
m in (3) is

the same for each MTD device since the probabilities of selecting a
transmission slot, power level and number of copies, respectively, are
the same for all nodes.

Due to the max{·} operation, (3) is not tractable across iterations
of the SIC process. Hence, we employ graph based analysis to analyze
γ(i) . In this regard, by defining an interference threshold ϕth(El ) =

Fig. 1. Edge-weighted bipartite graph representation of the proposed scheme.

E l
γ th − σ2, we can get the following relationship which will be used in
the subsequent analysis,

P
{
γ(i)

m ,n (El , u) � γ th
}

= P
{
Θ(i)

m ,n (u) � ϕth(El )
}

. (5)

III. RECOVERY-ERROR PROBABILITY ANALYSIS

Graph representation: The system under consideration can be rep-
resented as an edge-weighted bipartite graph and can be analysed using
the theory of codes on graph [5], [12]. This is illustrated in Fig. 1, where
the MTDs and slots are shown by circles and rectangles, representing
burst nodes and sum nodes, respectively.

An edge-weighted bipartite graph is defined by G = {B, S, EW },
where B, S, and EW represent the sets of burst nodes (MTDs), sum
nodes (slots), and edges with weights, respectively. The edge weight
Wm ,n corresponds to the transmit power level em ,n ∈ E . The number
of edges connected to a node represents the node degree.

Let λd denote the probability that an edge is connected to a degree-d
burst node and ρk denote the probability that an edge is connected to a
degree-k sum node. According to [5], the definitions of λd and ρk can
be given as

λd � Λd d∑
r Λr r

, ρk � Ψk k∑
j Ψj j

(6)

where the probabilities Λd and Ψk are represented in (1).
Message passing algorithm: We develop a graph-based message

passing algorithm representation to track the iterative SIC process in
the proposed scheme.

The set of burst nodes transmitting on sum node Sn is equal to Mn

and the set of sum nodes selected by burst node Bm for burst trans-
mission is equal to Nm . The message S(i)

n→m is sent by the sum node
Sn to burst node Bm to advertise the cumulative interference power
Θ(i)

m ,n [defined below (4)] experienced in the ith iteration due to the
unresolved edges connected to it. On the graph, this cumulative inter-
ference power is the sum of weights of all unresolved edges on a given
sum node. In response to the message S(i)

n→m , a burst node Bm replies
with a message B(i)

m →n . This message tells the sum node Sn whether
the edge connected to the burst node Bm should be removed or not. If
the interference power is below the interference threshold ϕth(Wm ,n )
(defined above (5)), which implies that the edge can be removed, then
the message B(i)

m →n equals the interference power contributed by Bm

on sum node Sn , i.e., the weight Wm ,n is subtracted (edge is removed)
from the cumulative interference power on Sn and the updated interfer-
ence power is reported to the remaining unresolved burst nodes in the
next iteration. Otherwise, if the message B(i)

m →n is zero then it implies
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Algorithm 1: Iterative SIC as a message passing algorithm.

1: Initialization: i = 0, B(0)
n→m = 0, S(0)

n→m = Θ(0)
m ,n ∀m, n.

2: for i � 0 && i � im ax && S(i)
n→m = 0 do

3: for n � 1 && n � N do
4: for Mn �= {} do
5: In ith iteration sum node Sn sends a message S(i)

n→m

to burst node Bm , ∀m ∈ Mn

S(i)
n→m = S(i−1)

n→m −
∑

m ′∈Mn \Bm

B(i−1)
m ′→n

6: Within ith iteration, burst node Bm sends a message
B(i)

m →n to sum node Sn , ∀n ∈ Nm

B(i)
m →n =

{
Wm ,n , if S(i)

n→m − Wm ,n � ϕth

0, otherwise.

7: end for
8: end for
9: end for

that the edge cannot be removed in the current iteration. This process
is repeated until the maximum number of iterations im ax is reached or
all burst nodes are recovered. Algorithm 1 summarizes the proposed
graph-based message passing algorithm representation of the iterative
SIC-based decoding process. Note that the developed message passing
algorithm is different from [7] due to the consideration of transmit
power diversity and slot-wise SINR based recovery in our work.

Derivation of recovery-error probability: We derive the recovery-
error probability using ANR-OR tree analysis technique. The basic
principle of this approach is to represent the graph as a tree and then
formulate q

(i)
m . In the ANR-OR process, an unknown edge of a burst

node is recovered if at least one of its edges are revealed (OR rule).
Similarly, for a sum node an edge is recovered in the given iteration if
all other edges have been recovered in prior iterations (AND rule).

We construct a tree using the edge-weighted bipartite graph G. The
depth of the tree is twice the maximum allowed number of iterations
im ax . A burst node is the root of the tree at depth 0. The children of a
burst node are those sum nodes which were chosen for the burst trans-
missions. Similarly, the sum nodes have those burst nodes as children
who chose them for burst transmissions. A node at depth ζ has children
in depth ζ + 1. Thereby, for the proposed random access mechanism,
burst nodes and sum nodes are located at depths 0, 2, 4, .., 2 im ax and
1, 3, 5, . . . , 2 im ax − 1, respectively. According to Algorithm 1, in each
iteration the burst nodes at depth ζ send the messages to their parent
sum nodes at depth ζ − 1 and the sum nodes send messages to their
parent burst nodes at depth ζ − 2. Note that a packet is lost if in the
final iteration (im ax ) the message received by the root burst node does
not satisfy the SINR criterion. The probability of this event is denoted
by q(im a x ) .

The following proposition gives the main result for q
(i)
m .

Proposition 1: In the asymptotic setting, as the number of slots
N → ∞, the recovery-error probability for a burst node Bm in the ith
iteration, denoted by q

(i)
m , is given by

q(i)
m =

D∑

d= 1

Λd

(
1−

L∑

l= 1

M −1∑

u= 0

p(i) (u)P
{
Θ(i)

m (u) � ϕth(El )
}

Γl

)d

(7)

where Λd and Γl are defined in (1), P{Θ(i)
m (u) � ϕth(El )} is defined in

(5), Θ(i)
m = Θ(i)

m ,n , for n ∈ Nm , since experiencing given interference
power on any sum node is equally probable, and p(i) (u) is given by

p(i) (u)=
M −1∑

k=u

Ψk

(
k

u

) (
1 − q(i−1)

m (k, u)
)k−u (

q(i−1)
m (k, u)

)u
(8)

where Ψk is defined in (1) and q
(i−1)
m = 1 for i � 1.

Proof: The proof is provided in Appendix A. Note that (5) cannot
be expressed in closed form but it can be found numerically using (13),
as discussed in the Appendix. �

IV. PERFORMANCE OPTIMIZATION

We define the system load G as the normalised number of packets per
slots. Since each device generates only one packet, we have G = M

N
.

Based on the condition q(i) < q(i−1) (note that q(i) = q
(i)
m since the

recovery-error probability is the same for each device), we can define
the maximum achievable load G∗ such that recovery-error probability
q(im a x ) after im ax iterations will be almost zero for system load G � G∗

in the asymptotic setting when N → ∞. Mathematically,

G∗ = max {G} such that q(im a x ) = 0. (9)

In this work, we are interested in finding the optimal transmit power
probability distribution which will maximize G∗ for a given degree
distribution. This optimization problem can be formulated as follows.

maximize
Γ l

G∗

subject to E1 = σ2γ th,

ĒΛ̄ = Etot,

∑

l

Γl = 1, ∀ l,

0 � Γl � 1, ∀ l, (10)

where the first constraint defines the criterion for the minimum power
level, the second constraint mandates that the average power consump-
tion must be equal to the power budget per frame per device denoted by
Etot, where Ē =

∑
l ΓlEl represents the average power level and Λ̄ is

the average degree of repetition given as Λ̄ =
∑

d Λd d, the third con-
straint mandates that the sum of all transmit power probability levels
is equal to one and the last constraint mandates that each probability
level needs to be between zero and one.

V. RESULTS

In this section, first we present the results to illustrate the advantage
of employing transmit power diversity in conjunction with SINR based
packet recovery in CRDSA, referred to as the proposed scheme. For
comparison, we consider a benchmark scheme in which the random
access transmission scheme does not employ transmit power diver-
sity, however the rest of the transmission strategy and the recovery
mechanism is the same as in Section III.

Impact of transmit power diversity: We compare the performance
of the proposed scheme with the benchmark scheme by considering a
simple transmit power diversity model, i.e., only two equally probable
power levels. For both schemes the SINR based recovery model is
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Fig. 2. Recovery-error probability q(im a x ) vs. system load G, for the clean
packet model and SINR based model, in asymptotic setting, with Λ = 2,3,4,5.

TABLE I
MAXIMUM ACHIEVABLE LOAD, G∗

used which employs SIC. The parameter values are set as follows:
N = 1000, im ax = 10 000, L = 2, Γ1 = Γ2 = 0.5, E1 = 0 dB, E2 =
6.02 dB, γ th = 0 dB, σ2 = 0 dB, Etot = 3.52 dB. The transmit power
level for each packet copy for the benchmark scheme is the same, i.e.,
E2 = 6.02 dB.

Fig. 2 plots the recovery-error probability q(im a x ) using Proposition
1 for both the proposed scheme and the benchmark scheme with rep-
etition degrees Λ = 2, 3, 4, 5. We can see that for both schemes, the
recovery-error probability is zero until a specific load value (G∗). As
the load is further increased beyond G∗, the recovery-error probabil-
ity abruptly escalates. As expected, the proposed scheme significantly
outperforms the benchmark scheme for different repetition rates. The
maximum achievable load G∗ is tabulated in Table I. This performance
improvement of the proposed scheme is owing to the enhanced capture
effect as a result of the transmit power diversity. We can see that, for the
given system parameters, repetition degree 3 can achieve the highest
load. This can be explained as follows. Transmitting multiple packets
copies increases the probability of success but it also increases the
level of interference. This tradeoff results in the best performance for a
certain repetition degree (3 in this case) and the performance degrades
after that.

Convergence analysis: We investigate the convergence of the itera-
tive SIC process at the maximum load G∗. Fig. 3 plots the evolution of
the recovery-error probability in the asymptotic setting, when the sys-
tem is operated at the maximum load G∗. It can be seen from Fig. 3 that
the convergence condition q(i) < q(i−1) , defined above (9), is fulfilled.

Finally, we investigate the tightness of the result in Proposition 1
when the number of slots N is finite. Fig. 4 plots the recovery-error
probability for Λ = 3 using Proposition 1 and simulations for N =
100, 500, 1000, 5000, respectively. We can see that as N increases, the
simulation results quickly approach the asymptotic performance.

Optimal transmit power distribution: We solve (10) to determine the
optimal transmit power distribution and investigate the improvement in
performance. (10) can be efficiently solved using differential evolution
optimization technique [13]. The parameter values used are as follows:

Fig. 3. Evolution of error probability q(i) when operating at maximum achiev-
able load G∗ = {0.98, 1.18, 1.04, 0.92} for Λ = 2, 3, 4, 5.

Fig. 4. Recovery-error probability q(im a x ) vs. system load G, for the
proposed scheme with asymptotic setting, compared with simulations for
Λ = 3.

TABLE II
G∗ FOR OPTIMAL PROBABILITY DISTRIBUTION VECTOR {Γ∗}

N = 1000, im ax =10 000, Λ=3, L=5, γ th =0 dB, σ2 = 0 dB, E1 =
0 dB, E2 = 3.77 dB, E3 = 7.53 dB, E4 = 11.30 dB, E5 = 15.06 dB,

Etot = 20 dB. For comparison, two probability models are considered:
� An uniform probability model in which each power level has

equal probability of being selected.
� An optimized probability model in which each power level is

assigned an optimal probability.
The maximum achievable load G∗ for both models is presented

in Table II. It can be seen that the optimized probability distribution
achieves better performance as compared to uniform probability dis-
tribution. This is due to the fact that the optimized transmit power
distributions maximize the probability of the gap between the power
levels of two copies transmitted in a given slot. This has a greater
impact on maximizing the capture effect. Hence, for the considered
system parameters, as the number of copies Λ increases, from 2 to 5,
intermediate power levels may not necessarily be used. Accordingly,
their probability is zero in the optimized transmit power distribution.
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Fig. 5. Maximum achievable load of CRDSA with transmit power diversity
when the frame budget is varied.

Finally, we investigate the impact of the total power budget per
device per frame (Etot), which is an important constraint in (10). Fig. 5
plots the maximum achievable load G∗ vs. Etot for repetition rate
Λ = 2 and other parameters same as before. It can be seen that a larger
Etot gives more room to exploit the transmit power diversity and thus
boosts the performance. This leads to further significant performance
improvement.

VI. CONCLUSION

In this correspondence, we have considered CRDSA with trans-
mit power diversity and SINR based iterative SIC decoding, in
the asymptotic frame length regime. We have proposed a frame-
work for accurately predicting the performance of the system. The
proposed framework is validated by simulation results. The re-
sults show promising improvements in maximum achievable sys-
tem load, which is relevant to efficient random access for MTC
scenario.

APPENDIX A
PROOF OF PROPOSITION 1

The probability P (max{γ(i)
m ,n } � γ th), defined in (3), is not

tractable due to the max {·} function, thus we use bipartite graph
to find q

(i)
m . First we formulate p

(i)
m ,n which denotes the proba-

bility that the burst node Bm selects edge weight equal to El

and the cumulative weight of u other edges Θ(i)
m ,n (u), connected

to the sum node Sn , is less than or equal to ϕth(El ). It can be
given as

p(i)
m ,n =

L∑

l= 1

M −1∑

u= 0

p(i) (u) P
{
Θ(i)

m ,n (u) � ϕth(El )
}

Γl , (11)

where p(i) (u), defined in (8), represents the probability of k edges
connected to a given sum node, out of which k − u edges are resolved
in the previous iterations, but u edges are still connected to burst
node Bm ’s edge in the ith iteration. To compute p(i) (u), we need to
know Ψk which in the asymptotic setting, when N → ∞, can be given
as [14]

Ψk = e−
α k + 1

k ! , (12)

where α = Λ̄ M
N

is the average degree of a sum node, and Λ̄ is the
average degree of a burst node given as Λ̄ =

∑
d Λd d.

Next, we need Θ(i)
m ,n (u), in order to know the cumulative weight of

edges on a sum node Sn , which may vary from iteration to iteration
depending upon the number of connected edges u. It is given as

Θ(i)
m ,n (u) =

u∑

c= 0

Wc,n , 0 � u � M − 1, (13)

where Wc,n represents the edge weight of burst node Bc , ∀c ∈ Mn \
Bm , connected with sum node Sn . A burst node selects weight equal
to El with probability Γl which is defined in (1). Using (13), the
probability in (5) can be numerically evaluated.

Since, the selection of any sum node is equally probable, it
implies that p

(i)
m ,n = p

(i)
m ,n ′ , for n �= n′, where n, n′ ∈ Nm . Thus,

p
(i)
m = p

(i)
m ,n , which is given by (11). Recall, the OR rule for suc-

cess and AND rule for error explained in Section III. Thus, the
recovery-error probability for burst node Bm with node degree d =
|Nm |, in the ith iteration, is equal to (1 − p

(i)
m )d . By averaging it

over the degree distribution represented by {Λd}, defined in (1),
yields

q(i)
m =

∑

d

Λd

(
1 − p(i)

m

)d
(14)

Substituting the value of p
(i)
m from (11) in (14), yields (7).
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