
MIE354 Assignment 10: WS Coordination and WSDL Client
Q1 Due: Monday, Nov. 28, 2005 (in class)

Q2 Due: Wednesday, Nov. 30, 2005 (in lab)
No group work – all assignments deemed sufficiently similar to each other

will be given a zero grade.  No exceptions.  No excuses.

Questions to Scott Sanner
ssanner@cs.toronto.edu

1. (50 pts)  Answer the following questions:

a) (20) For each of the WSCI, WS-Coordination, WS-Transaction, WS-
Reliability, and WS-Security extensions of WSDL, briefly explain what
limitations of WSDL are addressed by the extension and provide one example
scenario where the extension would be practically useful.

b) (10) Why can transactions be problematic for modeling coordination between
long-term business processes?  What alternate modeling paradigm is offered
by WS-Transaction as a remedy for this problem?  Describe how this
modeling paradigm addresses the shortcomings of the transaction model for
long-term business processes.

c) (20) On-line book merchant nozama.com has to coordinate between its
shipping agents and its suppliers whenever a customer submits an order.  It
must ensure that a shipping agency can ship the purchased books in the
requested amount of time, and it must ensure that it has the required items in
stock before it commits to an order.  If nozama.com commits to an order (i.e.
the customer has paid) but the supplier is subsequently unable to provide some
of the requested items, nozama.com will refund the customer’s purchase price
for the cancelled items and continue shipping the remaining items.  If
nozama.com commits to an order but shipping is subsequently delayed beyond
the promised arrival date, nozama.com offers to let the customer cancel the
purchase or to refund the shipping cost and continue shipping the order.  Draw
an activity diagram expanding on slide 8 of the Week 12 lecture slides to
model the coordination between the customer, nozama.com, its supplier, and
its shipping agent.

2. (50 pts) Your task this week will be to build a WSDL-enabled client for the
MIE354 EStore Web Service.  Please read this document carefully since
evaluation will be different from previous programming assignments. This
assignment requires you to complete the following steps.

a) Use Apache AXIS (all needed jar libraries are provided in the /lib directory of
the project) to generate a set of web service client stubs for the MIE354
EStore Web Service based on its WSDL definition provided at:
http://eil1.mie.utoronto.ca/EStoreWebService.wsdl



To do this, execute the class org.apache.axis.wsdl.WSDL2Java with the single
argument of the MIE354 EStore WSDL file (use the web address above).
This will generate a set of client stubs in the package wsclient.  Each of the
WSDL messages is represented by a class that has get and set accessor
methods for the parameters specified in the WSDL file.

b) Build an interface to the MIE354 EStore Web Service (a text-based interface
based on estore.ui.shell.TestInterface is fine) that allows the user to execute
all six commands (i.e., ports) of the MIE354 EStore Web Service with user-
specified parameters.  This requires you to obtain access to the MIE354
EStore Web Service ports, which you can do as follows:

EStoreWebService service = new EStoreWebServiceLocator();
EStoreWebService port = _service.getTnsEStoreWebServicePort();

From this point, the port method names are defined according to the WSDL
file and the methods take input-message class instances as arguments and
return output-message class instances.  All required message-input and -output
classes were generated in part (a).

On one final note: The MIE354 EStore Web Service is set up on https so Java
will attempt to determine if eil1.mie.utoronto.ca server is a trusted entity
before connecting to it (using PKI).  Since eil1 is not registered with one of
the trusted top-level certification authorities (e.g.,  Verisign), you will need to
explicitly tell your client that the eil1 server is trusted.  I have generated a self-
signed certificate for eil1 in a file named “jssecacerts” in the root directory of
the project.  To tell Java to trust this certification, you need to place the
following line of code somewhere in your client (preferably in a static block):

System.setProperty("javax.net.ssl.trustStore", "jssecacerts");

Evaluation: This programming assignment is due in lab on Wednesday, Nov. 30,
2005.  In lab, I will ask you to execute a set of Web Service calls using your code.
Part of your grade will be based on the correctness and robustness of your code
w.r.t. to these Web Service calls.  The other portion of the grade will be based on a
code review where I ask you to explain sections of your code as well as the overall
architecture of the MIE354 EStore Web Service (both client and server).


